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Job Title: Information Security Architect Work Level: Managerial   

Experience: 

 

 Extensive security experience, with the majority in a technical 
role in a telecommunications environment 

 Experience of enterprise and cloud computing security 

Qualifications:  

 

 Degree calibre 

 Optionally CISM, CISSP or SANS GIAC Management 

Technical Skills:  

 

 A detailed understanding of the architectures and products for 
full-service telecommunications networks, cloud computing and 
corporate enterprise services 

 A detailed understanding of control frameworks such as SP-
800-5, X-805 and PCI-DSS 

 
 
 
 

Location:  Coral Gables, Miami 

Role Dimensions 

Reports to: Chief Information Officer 

Primary Accountabilities:  

 Develop and maintain global security policy, standards, guidelines and procedures to ensure on-
going maintenance of security within the legal frameworks required by each operating company.  

 Provide security thought leadership and communicate the architecture vision across the business so 
that it is understood and executed. 

 Develop pragmatic roadmaps to deliver the policy in conjunction with key stakeholders. 

 Create strong credible relationships through liaison with business stakeholders and technical 
experts across the region. 

 Co-operate closely with Technical Architects on assuring the security of platforms. 

 Provide advice and guidance to management and project teams; review designs to ensure security 

controls are implemented. 

 Manage a small architecture team to drive policy, vulnerability and other day-to-day activites. 

 Develop and implement security tracking and frameworks to demonstrate progress on the security 

agenda. 

 

Personal Requirements for Role 

Key Behaviours: 

 

 A highly-motivated self-starter 

 Must be an intelligent, articulate and persuasive leader who can 
serve as an effective member of the senior management team 
who can communicate security concepts to technical non-
technical colleagues 

 Must be able to maintain focus on achieving results, whilst 
being patient and pragmatic 

 
 

Significant Demands:   
 

 Significant travel 

 Able to work with ambiguity 

 Highly influential without direct positional power 

 Used to working across cultural and language barriers 

 Has credibility in the security domain 

People: This role has managerial responsibility for 

a small team. 
Financial: Not a budget line owner 

Working Practices & Relationships: 

 

 Collaborative team player used to working with a wide range of technical platforms across diverse 
markets and cultures. 

 Experienced internationally and willing and able to travel extensively. 

 An inspirational leader, able to have a significant impact without direct line responsibilities.  

Purpose of Role: Head of Security is the leader of the security function for CWC, including responsibility for overall security strategy, architecture development and global 

function oversight.  The role reduces risk and contributes to overall performance by developing sound architecture principles and fostering best practices and pragmatic 

approaches to security across the group.  

Interested applicants submit resume to careers@cwc.com. Please indicate the title and location of the position in the subject line of 
your email. 
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